
 
14 stycznia 2026 r. otrzymano informację, że w okresie od 23 czerwca 2022 r. do 15 września 2025 r. 

funkcjonariusz SG dokonał sprawdzeń w systemie PESEL nie będąc do tego uprawnionym. 

Sprawdzenia te dotyczyły m.in. osób spowinowaconych z jego rodziną oraz osób przebywających 

w lokalu, który wynajmował. Zgodnie z obowiązującymi przepisami informacja o naruszeniu została 

przekazana Prezesowi Urzędu Ochrony Danych Osobowych, wszczęto czynności wyjaśniające 

i służbowe wobec funkcjonariusza SG. Dotychczasowe ustalenia nie wykazały, aby dane zostały 

wykorzystane w sposób nieuprawniony. Niemniej jednak, w trosce o bezpieczeństwo osób, których 

dane mogły zostać naruszone, zalecamy: 

 
1. Zachowanie szczególnej ostrożności przy przekazywaniu danych osobowych przez telefon, e-mail 

lub Internet. 

2. Weryfikację tożsamości rozmówców, w szczególności gdy proszą o podanie danych osobowych. 

3. Rozważenie skorzystania z bezpłatnych narzędzi zabezpieczających: 

 założenie konta w systemie www.gov.pl/web/gov/zastrzez-swoj-numer-pesel; 

 monitorowanie aktywności kredytowej w systemach informacji gospodarczej; 

 weryfikację użycia nr PESEL poprzez aplikację mObywatel lub mojeIKP. 

 

W przypadku pytań lub wątpliwości w związku z zaistniałym zdarzeniem dodatkowych informacji 

udzielają: 

 – Inspektor Ochrony Danych Osobowych - Dyrektor Biura Ochrony Informacji Komendy 

Głównej Straży Granicznej płk SG Krzysztof Dziedzic, 

– Zastępca Inspektora Ochrony Danych Osobowych - Zastępca Dyrektora Biura Ochrony 

Informacji Komendy Głównej Straży Granicznej płk SG Grzegorz Rawski.: 

Biuro Ochrony Informacji 

Komenda Główna Straży Granicznej 

ul. Niepodległości 100, 02-585 Warszawa 

e-mail: boi.kg@strazgraniczna.pl 

tel. 22 500 4035. 

 

W przypadku stwierdzenia upublicznienia lub wykorzystania Państwa danych przez osobę 

nieuprawnioną, prosimy o niezwłoczne zgłoszenie sprawy na policję oraz poinformowanie Inspektora 

Ochrony Danych w Komendzie Głównej Straży Granicznej.  

 

Zapewniamy, że Straż Graniczna dokłada wszelkich starań, aby dane osobowe były przetwarzane 

zgodnie z obowiązującymi przepisami i z zachowaniem najwyższych standardów bezpieczeństwa. 

Podejmowane są wszelkie działania, aby dane osobowe były skutecznie chronione, a wdrożone środki 

mają na celu wyeliminowanie podobnych zdarzeń w przyszłości.  

 

 


